VICTORIAN CURRICULUM AND ASSESSMENTw

VASS BROWSER
BOOKLET

WINDOWS XP

Internet Explorer 8.0



VASS BROWSER BOOKLET - IE 8.0 VERSION AucGusT 2009

August 2009

<1»



VASS BROWSER BOOKLET - IE 8.0 VERSION AucGusT 2009

This page has been left blank intentionally

<2»



VASS BROWSER BOOKLET - IE 8.0 VERSION

AugusT 2009

INTRODUCTION

CONTACTS

BROWSER SETTINGS

WINDOWS SETTINGS

MEADCO PUBLISHING LICENCE

CONTENTS

<3>

23

29



VASS BROWSER BOOKLET - IE 8.0 VERSION

AugusT 2009

INTRODUCTION

This version of the VASS Browser booklet is for Windows XP
Internet Explorer 8.0. Several new features have been added to
Internet Explorer 8.0 including In Private Filtering which is
designed to watch for and block only third-party content that
appears with a high frequency across sites you visit, no content
is blocked until such levels are detected, nor is any such content
blocked which is served directly by the site you are visiting. It
is recommended that the In Private Filtering be TURNED
OFF when accessing VASS. The Phishing Filter has been
replaced by the SmartScreen Filter.

If you require the browser settings for earlier versions of
Internet Explorer please contact the Administrative Support
Unit.

VASS can ONLY be accessed using a PC with MS Internet
Explorer as the browser. In order to access VASS some
changes must be made to the default Internet Explorer settings.
These settings are detailed in this document.

If you have any difficulties setting up your computer to access
VASS, please contact the Administrative Support Unit.

We have found that Yahoo! and Google toolbars can interfere
with the operation of VASS and therefore advise that they are
not installed on any computer that will be used to access VASS.

Most of the Internet Options settings may be left as the default
value; however, the settings detailed in this document MUST
be set as indicated.

This document contains the following sections :
» Browser Settings,

» Windows Settings,

» Security and MeadCo Licence.

To determine the version of Internet Explorer you are using, go
to Help — About Internet Explorer on the toolbar and the
‘About Internet Explorer’ box will be displayed. See figure 1.

&) About Internet Explorer

@ internet Explorer 8

==l

R2009 Maeseft Comoration gystem Info... |

Figure 1: About Internet Explorer (Version 8.0)
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CONTACTS
¢ The Administrative Support Unit can be contacted on:
Phone (03) 9651 4482 or 1800 827 721
Fax (03) 9651 4551
Email vass.support@edumail.vic.gov.au
BROWSER SETTINGS
Pop-up Blocker
¢ To use VASS successfully you must allow ‘pop-ups’. There
are two options:
1. Allow pop-ups from all Internet sites, or,
2. Only allow pop-ups from VASS.
¢ There are several Internet Explorer settings that allow pop-ups
to be blocked. These are covered throughout this document.
To allow pop-ups only from VASS go to the Pop-up Blocker
Section on page 15.
¢ To allow pop-ups from all Internet sites open Internet Explorer
and go to Tools — Pop-up Blocker — Turn Off Pop-up
Blocker. See figure 2.
Tooke 5 x & -
Debeter Browesing History. .. Ctrb+-Shift+Del
IriPrivaste Browaing Otrl+ Skt 4P
Rotspetery Larst Brosriinng Sarsson
| InPrivate Fitering Otrl+-Shift+F B
EnPrivate Fitening Seltings
Prop-up Blocker
Sm.'.u:;:reen Fiter h.;
Manags Add-ons
Cofmpabiblty Visw Sstbing:
Wirddows. Uipdaste
Deeveloper Tooks Fiz
Wirdows Messenger
Dsgnose Connection Problems.. .
Sardd bo Onehioke
Sun Jaws Console
Erbesrnaet Oxptiores

Figure 2: Tools — Pop-up Blocker — Turn Off Pop-up Blocker
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Changing Internet Options

¢ Open Internet Explorer and go to Tools — Internet Options.
See figure 3.

es ETE Help x @ -
Diesbsbas Broswsing Histiory... Cirla St 4Dl
IniPrivate Brivwaing Crlashift4p

Reopey Last Browsing Sesson

T [InPrivate Fibedng CtrlaShift 4F —
EndPrivsbe Filtering Sattings

Pop-up Blacker 3
SenaitSereen Filber 3
Manags ddd-one

Compatibdty View Settings

Developer Tools Fiz

Figure 3: Tools — Internet Options
Step 1 — General Tab

¢ Click on the ‘General’ tab and the following screen will appear.

See figure 4.
Internet Options |5
General |Security I Privacy I Content I Connections | Programs | Ad'u'ancedl
Home page
/? To create home page tabs, type each address on its own line.
o
W T 5

[ Use current H Use default H Use blank

Browsing histary

A7, Delete temporary files, history, cookies, saved passwords,
v ,-' and web form information.

Delete... ] [ Settings l
Search
() Change search defaulis.
Tabs
1 Change how webpages are displayed in
— tabs.
Appearance -
Colors ] [ Languages ] [ Fonts ] [ Accessibility ]

[ Ok ][ Cancel ] Apply

Figure 4: The Internet Options ‘General’ page
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Home Page Section

¢ VASS can be set as your home page by entering the following
URL in the address line: https://www.vass.vic.edu.au and then
clicking on the [Apply] button. See figure 5.

Internet Options @

General |Security I Privacy I Content I Connections I Programs I Advanr_edl

Home page
To create home page tabs, type each address on its own line.

| B
¥ https:/www.vass.vic.edu.au/login/CoverPage.cfm -

[ Use current J’ Use default ” Usze blank

Browsing history

’1_ . Delete temporary files, history, cookies, saved passwords,
¥ and web form information.

Delete, .. ] [ Settings ]
search
F .\ }
&) Change search defaults.
P2
Tabs - ;
: Change how webpages are displayed in
tabs.
Appearance —
Colors ] [ Languages ] ’ Fonts ] ’ Accessibility ]

[oc ) [ ] oo ]

Figure 5: Setting VASS as the ‘Home Page’

Browsing History Section

¢ In the Browsing History section:
» Click on the [Delete] button. See figure 5.

» The ‘Delete Browsing History’ screen will appear. See
figure 6.
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Delete Browsing History ==

|| Preserve Favorites website data

Keep cookies and temporary Internet files that enable your favorite
websites to retain preferences and display faster.

|/ Temporary Internet files
Copies of webpages, images, and media that are saved for faster
Viewing.

|| Cookies
Files stored on your computer by websites to save preferences
such as login information.

[V] History
List of websites you have visited.

["] Form data
Saved information that you have typed into forms.

[] Passwords
Saved passwords that are automatically filled in when you sign in
to a website you've previously visited.
["] InPrivate Filtering data
Saved data used by InPrivate Filtering to detect where websites may
be automatically sharing detaids about your visit.

About deleting browsing history Delete J I Cancel I

Figure 6: The ‘Delete Browsing History’ screen

» Click on the [Delete] button.

» The ‘Delete Browsing History’ box will appear. See figure
7.

—= =

=7 Delete Browsing History B

Please wait while the browsing v is deleted.

Deleting history...

Figure 7: The ‘Delete Browsing History’ box

» Click on the [Yes] button.

» The ‘Delete Browsing History’ box will close when files
have been deleted.
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Y

You will still be in the ‘Delete Browsing History’ screen.
» Click on [Cancel]

> You will be returned to the General tab of the ‘Internet
Options’ screen.

¢ Click on the [Settings] button in the ‘Browsing History’
section. See figure 5. The following screen will appear. See
figure 8.

Temporary Internet Files and History Settings @

Temporary Internet Files

Internet Explorer stores copies of webpages, images, and media
for faster viewing later,

Check for newer versions of stored pages:
(71 Every time I visit the webpage
(71 Every time I start Internet Explorer
@ Automatically
() Mever
Disk space to use (8 - 1024MB): oo L
(Recommended: 50 - 250ME)

Current location:

C:\Wsers\Wass\appDataiLocal\Microsoft\Windows \Temporary
Internet Files},

| Maove folder. .. | | View objects | | View files

History

Spedfy how many days Internet Explorer should save the list
of websites you have visited.

Days to keep pages in histary: .

oK ] | Cancel

Figure 8: Internet Options — Settings

¢ On this screen:
» Ensure that the ‘Every time I visit the webpage’ radio
button is selected.
» Adjust the ‘Amount of disk space’ to use to at least S0MB
or leave if it is already greater than SOMB.
» Click on the [OK] button.

This will return you to the General page of the ‘Internet
Options’ screen.

A\ 4
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Step 2 — Security Tab

¢ In order to run features in VASS, the ActiveX controls
provided from VASS need to be installed. The default setting
in IE should never be to accept ActiveX controls without
question. Consequently, VASS must be placed in the Trusted
Sites Zone so that it automatically permits approved ActiveX
controls routinely, without user input.

¢ Click on the ‘Security’ tab.
» Click on the [Trusted Sites] icon. See figure 9.

“In'bemet Options -7 )]

[ General | Secuity | privacy | Content | Connectons | Programs | Advanced |

Seledazmemﬁewordwmeseummaemm.

@ & v O

Internet  Local intranet Restricted
sites

o— e
! This zone contains websites that you

‘i'/ trust not to damage your computer or

your files,
You have websites in this zone,

Security level for this zone

Custom
Custom settings.
- To change the settings, dick Custom level.
- To use the recommended settings, dick Default level.

[7] Enable Protected Mode (requires restarting Internet Explorer)
| custom level... _] | Defaultlevel |

| Resetal zones to defauitlevel |

[ e | g

Figure 9: Security tab with the ‘Trusted’ sites icon selected

» Click on the [Sites] button and the Trusted Sites screen will
appear.

» Enter https://*.vass.vic.edu.au in the ‘Add this Web site to
the zone:’ field. See figure 10.

» Enter https://vceds.vass.vic.edu.au to ensure you have
access to the VCEDS (VCE Data Service) also.
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Trusted sites 23]

& You can add and remove websites from this zone. All websites in

1 ";" this zone will use the zone's security settings.

Add this website to the zone:

[
(=N

YWebsites:

-
m

=)
(=]
m

[¥] Require server verification (https:) for &l sites in this zone

Close

Figure 10: The Trusted Sites page

» In some cases the more specific value of:
https://www.vass.vic.edu.au must be used.

» Click the [Add] button to add the sites to the Websites list.
See figure 11.

Trusted sites (5]

# You can add and remove websites from this zone. All websites in

f -‘:’ this zone will use the zone's security settings.

Add this website to the zone:

o
[= 8

Wehsites:

https: ffwww, vass. vic.edu.au

e
m
J
(=]
1]

[¥] Require server verification (https:) for all sites in this zone

Close

Figure 11: The VASS domain in the ‘Websites’ list

» Click on the [Close] button.

This will return you to the ‘Security’ tab of the ‘Internet
Options’ screen. See figure 9.

» The ‘Trusted sites’ icon should still be selected.

A\ 4
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¢ Click on the [Custom Level] button and the following screen

will appear. See figure 12.

Security Settings - Trusted Sites Zone

Settings

5

Ciid .NET Framework
& Loose XAML
() Disable
@ Enable
(™) Prompt
3;% }{_AI"«"IL browser applications
() Disable
@ Enable
(™) Prompt
L4 XPS documents
() Disable
@ Enable
(™) Prompt
& MET Framework-reliant compaonents
% Fun companents not signed with Authenticode

T Niezhla .
[ 1

4

*Takes effect after you restart Internet Explarer

Reset custom settings

Resetto: | Medium (default) i ]

l Reset... ]

| o

Cancel ]

Figure 12: Security tab — ActiveX controls and plug-ins

ActiveX controls and plug-ins Section

*

In the ActiveX controls and plug-ins section check that:
» ‘Download signed ActiveX controls’ is set to Enabled.
» ‘Initialize and script ActiveX controls not marked as safe’

is set to Enable.

A\ 4

‘Run ActiveX controls and plug-ins’ is set to Enable.

» ‘Script ActiveX controls marked safe for scripting’ is set to

Enable.

<12 >
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Downloads Section
Scroll down the screen to the ‘Downloads’ section

¢ In this section check that:

>
>
>

‘Automatic prompting for file downloads’ is set to Enable.
‘File Download’ is set to Enable

‘Font Download’ is set to Enable.

Miscellaneous Section

¢ Scroll down to the ‘Miscellaneous’ Section.

¢ In this section check that:

>
>

‘Submit nonencrypted form data’ is set to Enable.
Set SmartScreen filter to Enable

“The SmartScreen filter is a set of technologies designed to
help protect users from evolving web and social
engineering threats. If the SmartScreen filter detects a
malicious website, Internet Explorer 8 will block the entire
site. It can also provide a "surgical block" of malware or

phishing hosted on legitimate websites — blocking just the

malicious content without affecting the rest of the site” .-

Micrsoft.com

‘Use Pop-up Blocker’ is set to Disable. This setting should

only be used if you wish to allow all pop-ups. For further
information go to the ‘Pop-up Blocker’ section on page 15.

Scripting Section

¢ Scroll down to the ‘Scripting Section’.

¢ In this section check that:

>

‘Active scripting’ is set to Enable.

¢ Click on the [OK] button.

¢ If the “Warning! Are you sure you want to change the security
settings for this zone?” box appears, click on the [Yes] button.
See figure 13.

Warning!

I'\;!‘j’l

X2

Are you sure you want to change the settings for this zone?

fes ] | Mo

Figure 13: Security warning

¢ You

are still on the Security tab of the ‘Internet Options’

screen.
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Step 3 — Privacy Tab
Settings Section

¢ Click on the ‘Privacy’ tab. The following screen will appear.
See figure 14.

Internetl Options E"zl

Gereral | Seourity Prmd-f-r Contert | Connections = Frograms | Advanced

Sattings
‘: Selact & setting for the Intermet Tone.
e g
Medivrn
= Blocks third-party cookies that do not have & compact
Py

acy pokcy
. thardeparty cookies that save infoemation that can
2 bt e b COMGACE y0u wathout YOUF @piCE Consent
= Restricts first-party cookes thal save information that
iy kot e by ok you wathaouk your implclt consent

[ swes || ot || advanced |
Popeup Bocker
-__r: Prevent most pop-up windows from
2 appesing.
TLInmPnp-LpHDdOﬂ'
IrPrivate
’:‘l oo nct cobect data for use by InPrivate Fitering

Ell:sath boodbars aned echensions when InPrivake Broesing
sharts

Lo J[ come | [ et |

Figure 14: Privacy tab

» The privacy setting for the Internet zone should be set to
‘Medium’.
Cookies

¢ Click on the [Advanced] button under the ‘Privacy’ tab. See
figure 15.
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Advanced Privacy Settings [3m]

g5 fou can choose how cookies are handled in the Intemet

5&} zone. This ovemdes automatic cookie handling.

Cookies

[ Cvenide automatic cookie handling

Block Block

OK || Cancel

Figure 15: Cookies - Advanced Privacy Settings

¢ On the Advanced Privacy Settings screen check that:
» ‘Override automatic cookie handling’ is unchecked.
» Click [OK].

¢ You are still in the ‘Privacy’ tab of the ‘Internet Options’
screen.

Pop-up Blocker Section

¢ To use VASS successfully you must allow ‘pop-ups’. There
are two options:

1. Allow pop-ups from all Internet sites, or,
2. Only allow pop-ups from VASS.

¢ To allow pop-ups from all Internet sites, ensure that there is no
tick in the “Turn on Pop-up Blocker’ check box. See figure 14.

¢ To only allow pop-ups from VASS, ensure that there is a tick in
the ‘Turn on Pop-up Blocker’ check box. This will activate the
[Settings] button.

¢ Click on the [Settings] button. The ‘Pop-up Blocker Settings’
screen will appear. See figure 16.
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-

Pop-up Blocker Settings @
Exceptions

Pop-ups are cumently blocked. You can allow pop-ups from specific
#!|  websites by adding the site to the list below.

Address of website to allow:

Allowed sites:

Www vass.vic.edu.au T

Remove all...

Motifications and fitter level

[¥] Play a sound when a pop-up is blocked.
[#] Show Information Bar when a pop-up is blocked.

Fitter level:

[an: Allow pop-ups from secure sites v]

Pop-up Blocker FAQ

Figure 16: Pop-up Blocker Settings screen

> Enter https://www.vass.vic.edu.au in the ‘Address of Web
site to allow:’ field.

» Click the [Add] button to add the site to the ‘Allowed
sites:’ list.

¢ Click on the [Close] button. The ‘Pop-up Blocker Settings’
screen will close.

¢ You are still on the ‘Privacy’ tab of the ‘Internet Options’
screen.
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Step 4 — Connections Tab

¢ Click on the ‘Connections’ tab. The following screen will

appear. See figure 17.

-

Internet Options \E'

| General I Security I Privacy | Contentl Connections |Program5 I .Ad'u'ancedl

Ta set up an Internet connection, dick

Setup.

Dial-up and Virtual Private Metwark settings

Choose Settings if you need to configure a proxy Settings
server for a connection.

Local Area Metwark (LAN) settings —

LAN Settings do not apply to dial-up connections. LAN settings

Choose Settings above for dial-up settings.

OK ] l Cancel Apply

Figure 17: The ‘Connections’ page

Local Area Network (LAN) Settings Section

¢

The type of connection that you have to the internet determines
what you do at this point. There are two options:

If you have a direct connection to the internet (dial-up or VPN),
or,

If your computer is part of a Local Area Network (LAN) and
you connect to the Internet via a proxy server.

You may need to contact your local technician or ISP for
assistance if you have a direct connection to the Internet.

If your computer is part of a Local Area Network click on the
[LAN Settings] button and the following screen will appear. .
If the [LAN Settings] button is greyed out you will have to get
your local Network Administrator to assist you to complete the
checks at this point. See figure 18.
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-

Local Area Metwork (LAM]) Settings (]

Automatic configuration

Automatic configuration may override manual settings. To ensure the
use of manual settings, disable automatic configuration.

[7] Automatically detect settings

_ lUse automatic configuration script

Proxy server

= Use a proxy server for your LAM (These settings will not apply to
— dial-up or VPN connections).

Figure 18: The ‘Local Area Network (LAN) Settings’ page

¢ If there is a direct connection between your PC and the Internet,

ensure that no check boxes are checked on this page.

» Click on the [OK] button. The ‘Local Area Network
(LAN) Settings’ page will close.

» You are still in the ‘Connections’ page of the ‘Internet
Options’ screen.

If a proxy server is used please consult your Network
Administrator for details of the I.P. address to be entered in the
‘Address’ line of the Proxy Server section of this screen. The
example given in figure 19 SHOULD NOT be used.

-

Local Area Metwork (LAN) Settings =

Automatic configuration

Automatic configuration may override manual settings. To ensure the
use of manual settings, disable automatic configuration.

[7] Automatically detect settings

_ IUse automatic configuration script

Proxy server

7] Use a proxy server for your LAN (These settings will not apply to
= dial-up or VPN connections).

Address;  10,10.20.99 Port: 8030 Advanced

[V]8ypass proxy server for local addresses:

oK ]l Cancel ]

Figure 19: Proxy Server address
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¢ Place a tick in the ‘Use a proxy server’ checkbox to activate
the Address field.

>

Enter the details for the I.P. address and Port.

» Click the [Advanced] button. The ‘Proxy Settings’ page
will open. See figure 20.
Proxy Settings @
Servers
| B Type Proxy address to use Port
W = .
HTTP: 10.10..20.99 * 8030
Secure: 10.10.20.99 * | 8080
FTP: 10.10.20.99 * | s080
Socks:
IIse the same proxy server for all protocols
Exceptlions
| B Do not use proxy server for addresses beginning with:
i, ’ E
* wass, vic.edu.au r
IUse semicolons ( ; ) to separate entries.
[ QK ] | Cancel

Figure 20: Proxy Settings screen

>

>

>

In the ‘Servers’ section, enter the I.P. addresses for the
proxy settings.

In the ‘Exceptions’ section, enter the web address:
*.vass.vic.edu.au or if it is not necessary to go through the
proxy to access the school server, then enter the IP address
of the school server.

Click [OK]. This will return you to the ‘Local Area
Network (LAN) Settings’ page.

¢ Click [OK]. This will return you to the Connections page of
the ‘Internet Options’ screen.
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Step 5 — Advanced Tab
¢ Click on the ‘Advanced’ tab. See figure 21.

-

Internet Options

| General I Security | Privacy | Content | Connections | Programs | Advanced [

Settings

2 =

)
[] Always expand ALT text for images
[] mMove system caret with focus/zelection changes

Reset text size to medium while zooming™®

[=] Browsing
[ Close unused folders in History and Favoritee™®
Disable script debugaing (Internet Explorer)
Disable script debugaing (Other)
[7] Display a notification about every script error

Enable page transitions

[ Enable personalized favorites menu
1 | 1] [

[] Reszet text size to medium for new windows and tabs

Reset Zoom level to 100%% for new windows and tabs

Enable FTP folder view (outside of Internet Explorer)

M. | »

*Takes effect after you restart Internet Explarer

Restore advanced settings ]

Reset Internet Explorer settings

add-ons, and resets all the changed settings.

Deletes all temporary files, disables browser

You should only use this if your browser is in an unusable state,

[ oK ] [ Cancel

-5.!333: ¥

Figure 21: Internet Options Advanced tab — Browsing section

Browsing Section

¢ In this section:

» Ensure that the ‘Disable script debugging (Internet

Explorer)’ box is ticked.

» Ensure that the ‘Disable script debugging (Other)’ box is

ticked.
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Security Section

*

*

Scroll down the screen to ‘Security’.

In this section:

» Make sure that ‘Do not save encrypted pages to disk’ box is
unchecked.

» Click on the [Apply] button if it is active.
» Click on [OK] to close the ‘Internet Options’ screen.

The browser configurations for Microsoft Internet Explorer™
are now complete.

Step 6 — Settings check

*

After you have completed your Browser Setup, the next step is
to access the VASS home page to ensure that everything is
working correctly.

If you have set VASS as your Internet Explorer home page
close Internet Explorer and open it again. The ‘Welcome to
VASS’ page should be displayed. See figure 22.

A green tick with the words ‘Trusted Sites” should be visible
above the system tray in the bottom right hand corner of the
screen. If the “Trusted Sites’ icon is not visible then the
changes to the Internet Explorer settings have not been
completed successfully and you will need to go back over that
section of this document.

A yellow padlock at the right hand site of the VASS web
address indicates that it is a secure site.
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/= VASS - Windows Internet Explorer [AEET]
@"‘/ = télhiff,ww -edu.auflogin/CoverPage. cfm S . ,,",E,%,I 42| | i L
File Edit View Favorites Tools  Help
P & | @vass ]7‘ Bi- B - b v [SrPage - @ETook - @ O £ B B
VICTORIAN CURRICULUM AND RSS[SE‘{E.\'TW
WELCOME TO VASS
Database: vass_prod_exteral
Version: v3_09
VASS User Login
|/ Trusted sites T10% v g

Figure 22: The ‘WELCOME TO VASS’ page

¢ If VASS has not been set as your Internet Explorer home page
then enter the URL address in the address field of your
browser:
http://www.vass.vic.edu.au

¢ Press the Enter key on the keyboard. The ‘Welcome to VASS’
page should be displayed. See figure 22.

¢ A yellow padlock and a white tick in a green circle with the
words ‘Trusted Sites’ should be visible above the system tray in
the bottom right hand corner of the screen. If the ‘Trusted
Sites” icon is not visible then the changes to the Internet
Explorer settings have not been completed successfully and you
will need to go back over that section of this document.

¢ The ‘Trusted Sites’ icon indicates that the currently viewed
content is within the ‘Trusted sites’ and falls within a user
defined security box context.

¢ The yellow padlock indicates that all data communications
between the local host computer and the server is secured by a
cryptographic data stream protecting against otherwise possible
data capture and analysis.

¢ Before log into VASS you must read the following two sections
of this document (Windows Settings & MeadCo Publishing
Licence).

<22 %>



VASS BROWSER BOOKLET - IE 8.0 VERSION AucGusT 2009

WINDOWS SETTINGS

¢ The Windows settings selected on your computer can affect the
way that the VASS screens are displayed. For example, if your
screen resolution is set to 800 x 600 pixels then VASS screens
will occupy the entire monitor screen but you may not be able
to see some buttons at the bottom of VASS windows because
they will be hidden behind the task bar.

¢ If your screen resolution is set to 1024 x 768 pixels then VASS
screens will fill approximately 3% of your monitor screen. The
font size will be slightly smaller but you will be able to see all
buttons on any VASS window.

¢ To modify the Windows settings go to Start — Settings —
Control Panel — Appearance and Themes. See figure 23.

E- Control Panel

Address | B Contred Panel

ﬂ" Control Panel A Pi[:k F | categﬂﬁ'

(@ 5wich bo Classic View

5 \
@ Appearance and Themes Printers and Other Hardware
See Also : =

L indows Update 4.
i) Help and Support i Network and Internet Connections . User Accounts

€3 ©ther Control Panel
Options

L=
% . Date, Time, Language, and Regional
g Add or Remove Programs Options

- " :-ﬂ Sounds, Speech, and Audio Devices Accessibility Options

_' Performance and Maintenance | Security Center

Figure 23: The Windows Control Panel
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¢ Open the Display icon. See figure 24.

B Appearance and Themes

fddeess | Appearance and Themes

— Ty -
See Also ‘ﬁq Appearance and Themes

&4 Fonts

¥ : =

M"‘mm“ Pick a task...

B igh Cantrast

i User Account Picture [;i Change the computer’s theme

[3] change the desktop background
Troubleshooters -

E: Choose a screen saver
[7] Display .
‘.ﬂ E{ Change the screen resolution

or pick a Control Panel icon

- Display m Folder Options

Taskbar and Start Menu

Figure 24: Pick a Control Panel icon
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¢ The Display Properties box will open. See figure 25.

Display Properties

Themes | Desktop | Screen Saver | Appearance | Settings |

A theme iz a backaraund plus a zet of 2aunds, iconz, and ather elements
to hielp you personalize your compter with one click.

There:

e e vl Delete

Sample:;

Active Window

L (] J[ Cancel ] Apply

Figure 25: The Display Properties box

¢ The Display Properties box will open.
¢ Click on the Settings Tab. See figure 26.
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Display Properties

Themes | Desktop | Screen Saver | Appearance | Setiings

N

Dizplay:
Plug and Flay Monitar on Intel(R] 82815 Graphics Controller [Microzoft
Corporation]

Screen rezolution Color quality
less ——[] More High (24 bit) v
1024 by 768 pixels (N NN N

[ Troubleshoot. .. ] [ Advanced ]

I k. ][ Cancel ] Apply

Figure 26: The Display Properties — Settings page

Set the Screen Resolution to either 800 x 600 OR 1024 x 768
pixels.

» Click on the [Apply] button to confirm the change.

Click on the [Advanced] button. The monitor screen will open,
in this example it is a Plug & Play Monitor. See figure 27.
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Plug and Play Monitor and Intel(R) B2815 Graphics C... [ |[X]

General | Adapter | Monitor | Troubleshoaot | Color M anagement

Drizplay

If wour screen rezolution makes soreen items too small bo wiew
comfortably, pou can increaze the DOF to compenzate. To change
font zizes only, click Cancel and go to the Appearance tab.

DPI setting:

Marmal zize (96 DP]

MHarmal zize (96 dpi]

Compatibility
Some programs might not operate properly unless you restart the
computer after changing display zettings.

After | change dizplay zettings:
{3 Restart the computer before applying the new display settings

(=) &pply the new display settings without restarting
7 Auzk me before applying the new display settingz

Some games and other programs must be rin in 286-color mode.
Learn more about running programs in 256-color mode,

[ OF. ] [ Cancel

Figure 27: The ‘Plug and Play Monitor ...- General’ page

» In the Display section select the DPI setting of ‘Normal size
(96 DPI)’.

Click on the [Apply] button.
Follow any screens prompts and click on the [OK] button.

Y VvV

» You will be returned to the Display Properties — Settings
page.

» Click [OK].

If any changes have been made the ‘Change DPI Settings’

box will be displayed.

» Click [OK] to accept the changes.

Select the Appearance tab. See figure 28.

Y

Y
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If any changes have been made the system settings screen
will be displayed. Choose [Yes] to restart your computer.

Display Properties

whindovs and buttans:

Inactive Window
Active Window

|Windu:uws P gtyle W |
Colar zcherne:
| Default (blue] v |

T

[ k. H Cancel H Apply ]

Figure 28: The ‘Display Properties — Appearance’ page

YV V V V

A\

The Font Size must be set to ‘Normal’.
If any changes are made, click the [Apply] button.
Close the Display Properties screen.

The required settings have now been changed. Close the
Appearance and Themes screen.

Close the Control Panel.

<28 »



VASS BROWSER BOOKLET - IE 8.0 VERSION

AugusT 2009

MEADCO PUBLISHING LICENCE

¢ The first time you log in to VASS from a particular computer
the MeadCo Publishing Licence agreement MUST be
downloaded.

¢ Without the MeadCo Publishing Licence VASS will not work
properly. You can log into VASS but go no further than
browse and parameters screens.

¢ The MeadCo Publishing Licence will ONLY be downloaded if
the person logged into the computer has sufficient network
privileges (an administrator or a local administrator). In most
cases this is the Network Administrator for your school.

¢ If the person attempting to log into VASS does not have
sufficient network privileges then the Network Administrator
at your school will need to assist you. In most cases they will
have to log into the particular computer, change the browser
settings under their profile and then log into VASS in order to
download the MeadCo Publishing Licence.

¢ Two screens will appear, you must click on the [Install]
button on the first (see figure 29) and [Yes, allow] for the
second (see figure 30).

Internet Explorer, - Security Warning E

Do you want to install this software?

More options Install ] [ Don't Install

Mame: MeadCo's Scripk
Publisher: Mead & Company Limited

While files From the Internet can be useful, this file type can potentially harm
wour computer, Only install software From publishers vou brust, What's the risk?

Figure 29: The Internet Explorer — Security Warning
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‘2 MeadCo Publishing License

Do you want to allow:
* Advanced Printing

Publisher: VCAA

Applies to: Details..,

Advanced printing and templates uses Activer controls from Mead & Co
Limnited that you must already have accepted and installed, Only allow
the use of these controls by publishers you trust,

Figure 30: The MeadCo Publishing Licence

¢ Once downloaded the MeadCo ScriptX Publishing licence is
located in the C:\Windows\Downloaded Program Files folder.
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